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ADATKEZELESI ES ADATVEDELMI TAJEKOZTATO
a KKM Magyar Diplomaciai Akadémia Korlatolt Feleldsségti Tarsasag felnottképzési

tevékenységével 0sszefliggd személyes adatkezeléseihez

BEVEZETES

Jelen Adatkezelési és Adatvédelmi Tajékoztatdo (Tajékoztatd) a KKM Magyar Diplomaciai
Akadémia Korlatolt Feleldsségli Téarsasdgnak (a tovabbiakban: Adatkezeld/Felndttképzd) a
felndttképzésrdl szo16 2013. évi LXXVIL. térvény (a tovabbiakban: Fktv.) és a felndttképzési
torvény végrehajtasardl szolo 11/2020. (I1.7.) korméanyrendelet (a tovabbiakban: Vhr.), és a
nemzeti felsGoktatasrol szol6 2011. évi CCIV. térvény (a tovabbiakban Nftv) szerinti felndttképzéssel
kapcsolatban megval6sitott adatkezelésérdl és adatvédelmérdl nyujt tajékoztatast.

Az Adatkezel6 a feln6ttképzd nyilvantartasban B/2021/0001891 nyilvantartasi szammal
rendelkezik bejelentett, ¢és E/2021/000167 nyilvantartdsi szammal engedélyhez kotott
felndttképzési tevékenységére vonatkozdan. A Felndttképzo koteles a nyilvantartasi szamat a
képzéssel kapcsolatos dokumentumokon feltlintetni, arrdl ligyfeleit €s a képzésben résztvevo
személyeket tajékoztatni. (Fktv. 17. §)

I AZ ADATKEZELO MEGNEVEZESE

Név: KKM Magyar Diplomaciai Akadémia Korlatolt Felelosségli Tarsasag
Roviditett elnevezés: KKM Magyar Diplomaciai Akadémia Kft.

Székhely ¢€s levelezési cim: 1107 Budapest, Ceglédi utca 2.
Cégjegyzékszam: 15 09 072172

Adoszam: 14163241-2-42

Telefonszam: +36-70-854-52-03

E-mail: adatvedelem@mdakft.hu

Adatvédelmi tisztviseldi feladatokat ellatja: dr. Molnar-Friedrich Szilvia

1L ADATKEZELES

Az Adatkezeld az On felndttképzési tevékenységével kapcsolatban az alabbi adatkezelési
tevékenységeket végzi.

I1.1. A képzés lebonyolitasahoz kapcsolodo adatok
Kezelt adatok kore:

a) Az Fktv. 21. § (1) a) és b) pontjaiban meghatarozott, a képzésben résztvevd személyre
vonatkozo6 és a képzéssel dsszefliggd adatok:

- természetes személyazonositd adatok (név, sziiletéskori név, anyja neve, sziiletési hely
¢s 1d6, lakcim/levelezési cim, allampolgéarsag, TB szam, telefonszam, és — az oktatasi
azonositd szam kiadasaval osszefliggésben — oktatasi azonosito szam,

- elektronikus levelezési cim,



- legmagasabb iskolai végzettség,

- idegennyelv-ismeret,

- a képzésbe torténd belépésével és a képzés elvégzésével, illetve a képzés elvégzése
hidnyéban a képzésbdl torténd kilépésével kapcsolatos adatok,

- a képzés soran torténd értékelésével és mindsitésével kapcsolatos adatok,

- a képzéssel Osszefliggo fizetési kotelezettségeivel kapcsolatos adatok (képzési dij és
annak koltségviseldje).

b) A Polgari Torvénykonyvrol szold 2013. évi V. torvény rendelkezéseire is figyelemmel a
korlatozottan cselekvoképes kiskoru résztvevd képviseletében eljard toérvényes
képviseldjének adatai (név, sziiletési hely és idd, anyja neve, lakcim, utlevél szdma,
elektronikus levelezési cim, telefonszam, alairasa).

¢) AzFktv. 16. §-dban ¢és a Vhr. 26. §-aban foglalt adatok.

A résztvevok tekintetében az Fktv. 16. § alapjan a feln6ttképzonek az aldbbi dokumentumokat
kell vezetnie, nyilvantartania:

a képzésben részt vevo személy 21. § (1) bekezdése alapjan kezelt személyes adatait,
valamint az oktatés, képzés megkezdéséhez ¢és az abban vald részvételhez sziikséges
feltételeket igazold eredeti dokumentumokat vagy azoknak a Felnottképzd altal
hitelesitett masolatait, tovabbd a bemeneti kompetenciamérést és az eldzetes
tudasmérést igazold6 dokumentumokat,

a feln6ttképzési szerzodést, a képzési programot, a képzésnek a képzési program szerinti
megvalositasat igazold dokumentumokat,

a képzés megvaldsitdsahoz sziikséges személyi €s targyi feltételek biztositasat szolgalo
szerzOdések eredeti példanyat,

az oktatok foglalkoztatasaval 6sszefliggd dokumentumokat.

A Vhr. 26. §-a alapjan a felndttképz6 az egységes dokumentum részeként vezeti a képzésben
részt vevo személyek csaladi és utonevét, a képzés oktatdinak nevét az altaluk oktatott
tananyagrész megnevezésével és az ezen adatokban bekovetkezett valtozast a valtozas
idépontjaval.

A Vhr. 26.§-a alapjan a haladasi naplo, amely az egységes dokumentum naprakész adatokat
tartalmazo, folyamatosan vezetett része tartalmazza

a) - kontaktoras foglalkozéas esetén: a képzés megtartasanak idépontjat, téméjanak
megjelolését és rovid leirasat, oktatdjanak nevét és alairasat, képzésen beliili ordja
sorszdmanak megjeldlését, résztvevoinek alairasaval ellatott jelenléti ivet,

b) - nem kontaktords képzés esetén: a képzés teljes idoOtartamat, témajanak
megjelolését és rovid leirasat, résztvevdjének nevét, a képzés befejezésének datumat.

d) Statisztika esetében anomizalt modon a résztvevo altal kitoltott elégedettségi kérddiv.

e) A nemzeti fels6oktatasrol szol6 2011. évi CCIV. térvény 80. § (2¢) pontja alapjan kezeli a képzésben
résztvevo egészségiigyi alkalmassagi vizsgalata elvégzéséhez sziikséges személyes adatait.



Adatkezelés célja:

Az adatkezel6 az adatokat célhoz kototten hasznalja

- a IL1. a) és b) pontjaban foglaltak tekintetében az Fktv. 21. § (1) bekezdésének
megfeleléen a képzés lebonyolitasa, az ahhoz kapcsolodd kapcsolattartas, illetve a
felnOttképzési szerzoédés megkotése (Fktv. 13. § (1), a tanusitvany kidllitasa és
eljuttatasa (Fktv.13/B.§),

- all 1. c¢) pont szempontjabdl a vonatkoz6 szabalyozasok (jogszabalyok /Fktv., Vhr./ és
belsd szabalyzatok) szerint a bels6 nyilvantartasok vezetése,

- all 1. d) pont tekintetében pedig az Fktv 21. § (1) bekezdésben meghatarozott adatok
statisztikai célokra — kiilondsen a mindségiranyitasra, tervezésre figyelemmel — torténd
felhasznalasa.

Jogalap:

a) az Eurdpai Parlament €s a Tanacs (EU) 2016/679 Rendelete (a tovabbiakban: GDPR)
6. cikk (1) ¢) pont: jogszabaly (Fktv. 21. §; Fktv. 13/B.§) kotelezi a felnéttképzot az On
adatainak a kezelésére. Amennyiben nem adja meg adatait, nem jon létre a
felndttképzési jogviszony. Az adatok kezelése €s megdrzése az Adatkezelére vonatkozo
jogi kotelezettség teljesitéséhez sziikséges.

b) GDPR 6. cikk (1) f) pont: az adatkezeld és a torvényes képviseld altal képviselt
korlatozottan cselekvoképes kiskoru jogos érdeke, hogy a polgari jog szabalyainak
megfelelden a felek kozott jogviszony érvényesen 1étrejohessen.

¢) GDPR 6. cikk (1) c) pont: jogszabaly (Fktv. 16. § és a Vhr. 26. §) kotelezi a
felnttképzot az On adatai kezelésére.

Idotartam:

a) pontban meghatdrozott személyes adatot az Fktv. 21. § (5) bekezdése értelmében a
Felnottképzo a felndttképzési szerz6dés megkdtésétdl szamitott nyolcadik év utolsd
napjaig kezeli. A jogszabalybdl fakadd kotelezettség miatt ezen adatkezelések
tekintetében az adatok torlésére a megdrzési hataridd eldtt nincs lehetdség.

b) pontban meghatirozott térvényes képviseld adatait a korlatozottan cselekvoképes
kiskoru, mint résztveve adataira eldirt 8 évig (nyolcadik év utolso napjaig) kezeli.

¢) belsO nyilvantartasok esetében az adatokat annak keletkezésétdl szamitott nyolcadik év
utolso napjaig kezeli az Fktv. 16. §-aban foglaltakra figyelemmel.

d) statisztika esetében 8 évig (nyolcadik év utolsé napjaig) kezeli, igazodva az egyéb

adatok adatkezelési idGtartamahoz. Adatfeldolgozo: -

Adattovabbitas:

1. Az Fktv. 15. § (1) bekezdés értelmében: A feln6ttképzo

a) az oktatas, képzés megnevezésére, jellegére, helyére, 6raszamara, elsé képzési napjara
¢s - a zart rendszerl elektronikus tavoktatas keretében megvalosuld képzés kivételével -
befejezésének tervezett idopontjara,

b) a képzésben részt vevo személyek természetes személyazonositd adataira, elektronikus
levelezési cimére, valamint legmagasabb iskolai végzettségére,



¢) a képzési dijra vonatkozo adatot szolgaltat a felndttképzési allamigazgatasi szerv
részére a felndttképzes adatszolgaltatasi rendszerében (FAR).

Az adatszolgaltatasi kotelezettségnek legkésobb a képzés megkezdésének iddpontjat, az
adatokban bekdvetkezett valtozas esetén legkésObb az adatvéltozas keletkezését kovetd
harmadik munkanapig, belsé képzés esetén annak a negyedévnek az utols6 napjaig kell eleget
tenni, amelyikbe a belsd képzés befejezésének idépontja esik. A Kormany felndttképzési
allamigazgatasi szerveként a Pest Megyei Kormdényhivatal az ellendrzéshez sziikséges
adatokhoz a felndttképzés adatszolgaltatasi rendszerében hozzafér. A résztvevo félként valo
részvételével vagy hozzdjaruldsdval megkotdtt megallapodéas ilyen targyu rendelkezése
esetében a résztvevd tanulmanyi elérehaladasrdl a Feln6ttképzd a munkaltatot/mas személyt
vagy szervezetet kérésére, tajékoztatja (GDPR 6. cikk (1) b) pont — szerzddés teljesitése
érdekében torténd adatkezelés).

2. Az Fktv. 21. § (2) bekezdése alapjan: Az Fktv. 21. § (1) bekezdés szerinti adatok statisztikai
célra felhasznalhatok ¢és statisztikai célu felhasznaldsra személyazonositasra alkalmatlan
modon atadhatok, tovabba a Kozponti Statisztikai Hivatal részére statisztikai célra egyedi
azonositasra alkalmas médon téritésmentesen atadhatok és felhasznalhatok.

I1.2. Az adatkezelére ruhazott kozhatalmi jogositvany gyakorliasanak keretében
végzett feladat végrehajtasahoz sziikséges adatkezelés

Kezelt adatok kore:

Levelezési cim, adllampolgarsag, nem magyar allampolgar esetén a tartozkodasanak jogcime, a
jogositdé okirat, okmany megnevezése, szama, utlevél/szig. szam, tarsadalombiztositasi
azonositd szam, telefonszam.

Adatkezelés célja:

Az egyedi szerzddésekre vonatkozo jogok és kotelezettségek gyakorlasa, a FAR rendszerbe
valo feltoltés/bevitel, a személyazonossag €s ¢€letkor igazolasa, a jelentkezok beazonositasa, a
képzés sikeres lezarasat jelz0 Tanusitvany rendelkezésre bocsatasa, a képzéssel kapcsolatos
valtozasok jelzése a résztvevok fel¢, a megfeleld kapesolattartas biztositasa a képzés befejezését
kovetden is.

Jogalap:
GDPR 6. cikk (1) e) pont: a kozfeladat ellatashoz sziikséges.
Idétartam:

A felnéttképzés szervezésének €s lebonyolitdsanak idején, majd a felndttképzési jogviszonybodl
szarmazo6 igények eléviiléséig.

Adatfeldolgozo: -

Adattovabbitas:

A FAR rendszerben meghatarozott adatok tovabbithatok a felndttképzési allamigazgatasi szerv
részére.



I1.3. Szamla Kkiallitasaval és az elmaradt képzési dij és egyéb, a szerzodéssel
osszefiigg6 fizetési kotelezettség behajtasaval kapcsolatos adatkezelés

Kezelt adatok kore:

a) A résztvevo allando lakcime, koltségviseld adatai: neve, lakcime/székhelye.

b) A résztvevo, koltségviseld lakohelye/tartézkodasi helye, értesitési (kézbesitési) cime (ha
lakohelytdl vagy tartdozkodasi helytdl eltér), sziiletési helye és ideje, anyja neve, perbeli
cselekvoképessége hianyaban torvényes képviseldjének a neve és kézbesitési cime.

Adatkezelés célja:

a) a szerz6désben foglalt képzési dij kifizetésének adminisztracidja, szamla kibocsatésa.
b) a dij hataridéig meg nem fizetett részének behajtasa.

Jogalap:

a) A GDPR 6. cikk (1) c) pont szerinti adatkezel6re vonatkozd jogi kotelezettség: a
2007. évi CXXVIL. térvény (Afatv.) 169. § e) alapjan kezeljiik a szamla kiallitasahoz sziikséges
adatokat. A szamvitelrdl sz6lo 2000. évi C. torvény (Szamtv.) 169. § (2) bekezdésében eldirt
megorzesi hatarido eldtt ezen adatait nem tudjuk torolni (8 év).

b) GDPR 6. cikk (1) f) pont: a felndttképz6 jogos érdeke, hogy a felndttképzési szerzédés
alapjan 6t megilletd dijat az érintett nem teljesitése esetén be tudja szedni, a sziikséges jogi
eljarasokat meg tudja inditani.

Idétartam:
a) szamlakibocsatastol szamitott 8 ¢év.

b) A Ptk. 6.22. § értelmében polgari jogi igények érvényesitésére szolgald 5 év (az eléviilés
akkor kezdddik, amikor a kovetelés esedékessé valik, de az eléviilési id6 nyugvasa,
megszakadéasa esetén hosszabb iddtartam is lehet).

Adatfeldolgozd: A kiallitott szamla esetében a NOVITAX rendszer tizemeltetdje.

Adattovabbitas:

a) NAV felé (Afa tv. 10. melléklet).

b) megallapodas alapjan a feln6ttképzo képviseletét ellatd iigyvédi iroda, illetve a kdvetelés
érvényesitése soran eljaro hatésagok felé.

III. AZ ONT MEGILLETO JOGOSULTSAGOK (részletes kifejtését a jelen Tajékoztatd
melléklete tartalmazza).

1. az atlathato tajékoztatashoz vald jog: jelen Téjékoztatoval az adatkezeld informaciot nytjt
az adatkezelés koriilményeirdl, vagyis tobbek kozt arrol, hogy az On személyes adatait ki,
milyen célbol, milyen alapon és meddig kezeli, valamint, hogy Ont az adatkezeléssel
Osszefiiggésben milyen jogok illetik meg, és az adatkezelésre vonatkozd kérdéseivel,
panaszaval kihez fordulhat;



2. a személyes adataihoz valé hozzaférés joga: On barmikor megkérdezheti az adatkezel6tdl,
hogy személyes adatainak kezelése folyamatban van-e, az adatkezelésrdl teljes kort
tajékoztatast kérhet, tovabba kérheti, hogy személyes adatairdl mésolatot kapjon;

3. személyes adatai helyesbitéséhez valo jog: On kérheti, hogy az adatkezeld az On pontatlan
személyes adatait javitsa ki, vagy ha hidnyosak, azokat egészitse ki;

4. az adatkezelés korlatozasahoz vald jog: On (pl. jogi igények elbterjesztése, érvényesitése
vagy védelme érdekében) kérheti, hogy személyes adatait az adatkezeld csak tarolja, és mas
modon ne kezelje;

5. ahelyesbitésrol, torlésrdl vagy adatkezelés-korlatozasrol tajékoztatott cimzettek személyére
vonatkozo tajékoztatas: kérésére tajékoztatjuk Ont a hivatkozott cimzettekrél;

6. adathordozhatosdghoz valé jog: kérheti, hogy az On altal az adatkezelé rendelkezésére
bocsatott személyes adatait tagolt, széles korben hasznalt, géppel olvashatdé formatumban
megkapja az adatkezel6tol, vagy — ha ez technikailag megval6sithato — az adatkezel6 azokat
egy masik adatkezeldnek tovabbitsa. Ez a jog csak a hozzajarulas vagy szerzddés alapjan
kezelt adatok vonatkozasaban illeti meg Ont, feltéve, hogy az adatkezelés automatizalt
eszkozokkel torténik;

7. tiltakozashoz valé jog: On barmikor tiltakozhat személyes adatainak kezelése ellen, feltéve,
hogy az adatkezelés jogalapja jogos érdek vagy az adatkezelés kozérdekii vagy az
adatkezelére ruhéazott koézhatalmi jogositvany gyakorldsanak keretében végzett feladat
végrehajtasahoz sziikséges;

8. automatizalt dontéshozatal elleni fellépéshez valo jog: kérheti, hogy ne terjedjen ki Onre a
dontés hatdlya. Ha a jelen t4jékoztatd nem tartalmaz informaciokat az automatizalt
dontéshozatalrdl, akkor az ez elleni fellépéshez valo jog értelemszerlien nem relevans.

9. jogorvoslathoz vald jog: jogainak megsértése esetén a felndttképzd adatvédelmi
tisztvisel6jéhez vagy a Nemzeti Adatvédelmi és Informacidszabadsag Hatdsaghoz vagy
birésaghoz fordulhat. A Felndttképzd adatvédelmi tisztviseldje: név: dr. Molnar-Friedrich
Szilviatelefon +36 70 227 6419, mail: adatvedelem@mdakft.hu (A Nemzeti Adatvédelmi
¢s Informacioszabadsag Hatosag (NAIH) 1363 Budapest, Pf. 9. Honlap: www.naih.hu.
Magyarorszdgon a pert - az ¢érintett valasztdsa szerint - az érintett lakohelye vagy
tartozkodasi helye szerinti torvényszék eldtt is megindithatja.)

IV. AZ ADATOKAT MEGISMERO SZEMELYEK KORE

Az adatokat Adatkezel6 azon munkatarsai és szerddéses partnerei jogosultak megismerni,
akiknek a feladatellatashoz sziikséges adat megismerése €s kezelése a munkakori feladataihoz
kapcsoladik, illetve a jogszabalyi eldirdsoknak megfelelé adatkozlési és adatnyilvantartasi
feladatok ellatasa eldirasszerli. Az adatokhoz hozzaférnek tovabba - kizarolag a képzés idejére
— a képzés megbizott oktatoi, akik ezen adatokat kizardlag a képzés lebonyolitasa érdekében
hasznaljak, valamint a Pest Megyei Kormanyhivatal a Felndttképzési Adatszolgaltatasi
Rendszer vezetbjeként és a Kozponti Statisztikai Hivatal jogszabaly alapjan. A feln6ttképzési
tevékenységére vonatkozo tajékoztatohoz, valamint a képzési programhoz vald hozzaférést az
igyfelek, a képzésben részt vevo személyek €s a felndttképzésért felelés miniszter részére
biztositani (Fktv.17. §).



V. ADATBIZTONSAG

Az Adatkezel6 kotelezi magat, hogy gondoskodik az adatok biztonsagdrdl, megteszi tovabba
azokat az intézkedéseket, amelyek biztositjdk, hogy a felvett, tarolt, illetve kezelt adatok
védettek legyenek, illetéleg mindent megtesz annak érdekében, hogy megakadalyozza azok
megsemmisiilését, jogosulatlan felhasznalasat és jogosulatlan megvaltoztatasat.

Kotelezi magat arra is, hogy minden olyan harmadik felet, akiknek az adatokat esetlegesen
tovabbitja vagy atadja, ugyancsak felhivja ez iranyt kotelezettségeinek teljesitésére.

Az adatkezelések sordn nem torténik személyes adatai alapjan automatizalt dontéshozatal,
profilalkotas.

Az Adatkezel6 megtesz minden olyan biztonsagi, technikai és szervezési intézkedést, amely az
adatok biztonsagat garantalja.

V.1. Szervezési intézkedések

Az Adatkezeld az informatikai rendszereihez a hozzaférést személyhez kothetd jogosultsaggal
teszi lehetové. A hozzaférések kiosztasanal érvényesiil a ,,sziikséges €s elégséges jogok elve”,
azaz az Adatkezeld informatikai rendszereit és szolgaltatasait minden felhasznald csak a
feladatanak ellatdsdhoz sziikséges mértékben, az ennek megfeleld jogosultsagokkal és a
szlikséges iddtartamig hasznalhatja. Az informatikai rendszerekhez ¢és szolgaltatdsokhoz
hozzaférési jogot csak az a személy kaphat, aki biztonsagi vagy egyéb (pl. 0sszeférhetetlenségi)
okokbol nem esik korlatozas ald, valamint rendelkezik az annak biztonsagos hasznalatdhoz
szlikséges szakmai, iizleti és informacidbiztonsagi ismeretekkel.

V.2. Technikai intézkedések

Az Adatkezeld tobbszintli, tiizfalas védelemmel védi a belsé halozatat. Az alkalmazott
nyilvanos halozatok belépési pontjain mindenhol minden esetben hardveres tlizfal
(hatarvédelmi eszkoz) helyezkedik el. Az adatokat az Adatkezeld redundansan — azaz tobb
helyen — téarolja, hogy védje azokat az informatikai eszkdz meghibasodasabol fakado
megsemmisiiléstdl, elvesztéstol, sériiléstol, a jogellenes megsemmisitéstdl. Tobbszinti, aktiv,
komplex kartékony kodok elleni védelemmel (pl. virusvédelem) védjiik a belsd halozatainkat a
kiils6 tamadasoktdl. Az Adatkezeld altal miukodtetett informatikai rendszerekhez,
adatbazisokhoz az elengedhetetlen kiilsé elérést az Adatkezeld titkositott adatkapcsolaton
keresztiil valositja meg (VPN) és az Adatkezeld weboldalai SSL tantsitvannyal vannak ellatva.
Mindent megtesziink azért, hogy informatikai eszkdzeink, szoftvereink folyamatosan
megfeleljenek a piaci mitkodésben altaldnosan elfogadott technoldgiai megoldasoknak és
naprakészek legyenek. A fejlesztéseink soran olyan rendszereket alakitunk ki, amelyekben a
naplozas révén kontrollalhatok és nyomon kovethetdk a végzett miiveletek, észlelhetdk a
bekovetkezett incidensek, példaul a jogosulatlan hozzaférés. Az Adatkezel0 szervere a
tarhelyszolgaltato elkiilonitett dedikalt szerverén, védetten és zartan talalhato.

V1. EGYEB RENDELKEZESEK

VI.1. A feln6ttképzési allamigazgatasi szerv az adatokrol és a felndttképzd altal
kiallitott tantsitvanyrol — a Fktv. 20. § (1) bekezdése szerinti ellendrzés €s a
palyakdvetési rendszer miikddtetése céljabol — elektronikus nyilvantartast vezet, és a
nyilvantartas adatait azok keletkezésétdl szamitott 6tvenedik év utolso napjaig kezeli.



A felndttképzési allamigazgatdsi szerv a tanusitvanyokat tartalmazé kozponti
nyilvantartas adatait azok keletkezésétol szamitott 6tvenedik év utolso napjaig kezeli,
azt kdvetden pedig azokat atadja az illetékes levéltarnak, és az atadott adatokat torli.

VI.2. A felnéttképzés lebonyolitasaval kapcsolatban kezelt személyes adatokhoz
kizarélag az Adatkezeld férhet hozza. Amennyiben birésag vagy mas hatosag elott
eljaras indult, amelynek keretében sziikségessé valik a személyes adatok tovabbitasa
a birdsag vagy a hatdsag fel¢, gy abban az esetben a birdsag vagy a hatdsag is
hozzaférhet a személyes adatokhoz.

VI.3. Minden olyan esetben, ha a szolgaltatott adatokat Adatkezelé az eredeti
adatfelvétel céljatol eltérd célra kivanja felhasznélni, errdl Ont tajékoztatja, és ehhez
eldzetes, kifejezett hozzajarulasat megszerzi, illetdleg lehetdséget biztosit szdmara,
hogy a felhasznalast megtiltsa.

V1.4. Az Adatkezeld fenntartja maganak a jogot, hogy a jelen Tajékoztatot barmikor,
egyoldalian megvaltoztassa. Amennyiben a Tajékoztatd modosulna, akkor errdl az
Adatkezeld értesiti az érintetteket.

VLS. A Tajékoztatd elektronikus formaban az  Adatkezeld honlapjan
(www.mdakft.hu), illetve papir alapon a székhelyén érhet6 el.



MELLEKLET

Az ¢érintettek adatkezeléssel kapcsolatos jogainak és jogorvoslati lehetdségeinek részletes
ismertetése

Az adatkezeléssel érintett (a tovabbiakban érintett) adatkezeléssel Osszefiiggd jogainak és
jogorvoslati lehetdségeinek ismerete azért fontos, mert az adatkezeld személyes adatokat kezel.
Személyes adatnak mindsiil minden olyan informacio, ami alapjan az érintett azonosithaté. igy
személyes adat nem csak az érintett neve, azonositd jele, hanem akar a fizikai, mentalis stb.
azonossagara jellemzd ismeret is.

Az ¢érintett az adatkezeléssel Osszefiiggd jogai gyakorldsa érdekében az adatkezelohoz
fordulhat, aki indokolatlan késedelem nélkiil, de legkésobb a kérelem beérkezésétdl szamitott
egy honapon beliil tajékoztatja az érintettet a kérelem nyoman hozott intézkedésekrol. Sziikség
esetén, figyelembe véve a kérelem Gsszetettségét és a kérelmek szamat, ez a hataridé tovabbi
két honappal meghosszabbithat6. A hataridd meghosszabbitasarol az adatkezeld a késedelem
okainak megjelolésével a kérelem kézhezvételétdl szamitott egy honapon beliil tdjékoztatja az
érintettet. Ha az érintett elektronikus iton nyujtotta be a kérelmet, a tajékoztatast lehetdség
szerint elektronikus tuton kell megadni, kivéve, ha az érintett azt masként kéri.

Az aldbbiakban az érintettet illetd egyes jogok kifejtése olvashato.
1. ATLATHATO TAJEKOZTATASHOZ VALO JOG (GDPR 12-14. cikk)

Az adatkezel6 jelen dokumentummal tesz eleget az adatkezeldre, az adatvédelmi tisztviseldre,
az adatkezelés céljara és jogalapjara, id6tartamdra, az érintetti jogokra, és a jogorvoslatra,
tovabba ha az adatok nem az érintettdl szarmaznak, akkor az adatok forrasara vonatkozo
tajékoztatasi kotelezettségének. Az érintett kérésére szobeli tajékoztatas is adhato, feltéve, hogy
igazolja a személyazonossagat.

2. AZ ERINTETT HOZZAFERESI JOGA (GDPR 15. cikk)

Az érintett kérelmezheti az adatkezeldtdl a ra vonatkozé személyes adatokhoz vald hozzaférést,
beleértve az adatkezelés targyat képez6 személyes adatok masolatat. Az érintett jogosult arra,
hogy az adatkezelOtdl visszajelzést kapjon arra vonatkozdan, hogy személyes adatainak
kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult arra, hogy a
személyes adatokhoz és a kovetkez6 informaciokhoz hozzaférést kapjon:

a) az adatkezelés céljai;
b) az érintett személyes adatok kategoriai;

¢) azon cimzettek vagy cimzettek kategoriai, akikkel, illetve amelyekkel a személyes adatokat
kozoltek vagy kozolni fogjak, ideértve kiillondsen a harmadik orszagbeli cimzetteket, illetve
a nemzetkdzi szervezeteket;

d) adott esetben a személyes adatok taroldsanak tervezett iddtartama, vagy ha ez nem
lehetséges, ezen iddtartam meghatarozasdnak szempontjai;

e) az érintett azon joga, hogy kérelmezheti az adatkezel6tdl a ra vonatkozo személyes adatok
helyesbitését, torlését vagy kezelésének korlatozasat, €s tiltakozhat az ilyen személyes
adatok kezelése ellen;



f) a valamely feliigyeleti hatosaghoz cimzett panasz benyujtasanak joga;

g) ha az adatokat nem az érintettdl gyljtotték, a forrdsukra vonatkozé minden elérhetd
informacio;

h) az automatizalt dontéshozatal ténye, ideértve a profilalkotast is, valamint legalabb ezekben
az esetekben az alkalmazott logikara €s arra vonatkozo érthetd informaciok, hogy az ilyen
adatkezelés milyen jelentoséggel bir, és az ¢érintettre nézve milyen véarhatd
kovetkezményekkel jar.

3. A HELYESBITESHEZ VALO JOG (GDPR 16. cikk)

Az érintett jogosult arra, hogy kérésére az adatkezeld indokolatlan késedelem nélkiil helyesbitse
a ra vonatkozo pontatlan személyes adatokat. Figyelembe véve az adatkezelés céljat, az érintett
jogosult arra, hogy kérje a hianyos személyes adatok — egyebek mellett kiegészitd nyilatkozat
utjan torténd — kiegészitését.

4. A TORLESHEZ VALO JOG:,, AZ ELFELEDTETESHEZ VALO JOG”
(GDPR 17. cikk)
A személyes adatot torolni kell, ha
1. az adatkezelés célja megszlint;
2. az érintett visszavonta a hozzajarulasat és az adatkezelésnek nincs mas jogalapja;

3. az adatkezelés jogos érdeken alapul vagy kozérdekii vagy az adatkezeldre ruhazott
kozhatalmi jogositvany gyakorldsanak keretében végzett feladat végrehajtasahoz sziikséges,
¢s az érintett tiltakozik az adatkezelés ellen;

4. az adatkezelés jogellenes;

5. a személyes adatokat az adatkezeldre alkalmazandd unios vagy tagallami jogban eldirt jogi
kotelezettség teljesitéséhez tordlni kell;

6. az adatok gyUjtésére kozvetleniil gyermekeknek kinalt, informacios tarsadalommal
Osszefiiggd szolgaltatdsok vonatkozasaban kertilt sor.

5. AZ ADATKEZELES KORLATOZASAHOZ VALO JOG (GDPR 18. cikk)
Az adatkezelo az érintett kérésére korlatozza az adatkezelést, ha
1. az érintett vitatja a személyes adatok pontossagat;
2. az adatkezelés jogellenes, és az érintett ellenzi az adatok torlését;

3. adatkezeldnek mar nincs sziiksége a személyes adatokra, de az érintett igényli azokat jogi
igények elbterjesztéséhez, érvényesitéséhez vagy védelméhez;

4. az adatkezelés jogos érdeken alapul vagy kozérdekii/az adatkezeldre ruhdzott kézhatalmi
jogositvany gyakorlasdnak keretében végzett feladat végrehajtasdhoz sziikséges, és az
érintett tiltakozik az adatkezelés ellen.



5. A személyes adatok helyesbitéséhez vagy torléseéhez, illetve az adatkezelés korlatozasdhoz
kapcsolddo értesitési kotelezettség (GDPR 19. cikk)

Az adatkezeld0 minden olyan cimzettet t4jékoztat a helyesbitésrol, torlésrél vagy
adatkezeléskorlatozasrol, akivel, illetve amellyel a személyes adatot kozoltek, kivéve, ha ez
lehetetlennek bizonyul, vagy aranytalanul nagy erdfeszitést igényel. Az érintettet, kérésére, az
adatkezeld tdjékoztatja e cimzettekrol.

6. ADATHORDOZHATOSAGHOZ VALO JOG (GDPR 20. cikk)

Az érintett jogosult arra, hogy a ra vonatkozo, altala egy adatkezeld rendelkezésére bocsatott
személyes adatokat tagolt, széles kdrben hasznalt, géppel olvashatd formatumban megkapja,
tovabba jogosult arra, hogy ezeket az adatokat egy masik adatkezeldnek tovabbitsa anélkiil,
hogy ezt akadalyoznd az az adatkezeld, amelynek a személyes adatokat a rendelkezésére
bocsatotta, ha az adatkezelés hozzajaruldson vagy szerzddésen alapul és az adatkezelés
automatizalt modon miikodik. Az adatok hordozhatdsdgahoz vald jog gyakorldsa soran az
érintett jogosult arra, hogy — ha ez technikailag megvalosithatdo — kérje a személyes adatok
adatkezelok kozotti kozvetlen tovabbitasat. E jog gyakorldsa nem sértheti az elfeledtetéshez
valo jogot.

7. A TILTAKOZASHOZ VALO JOG (GDPR 21. cikk)

Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbol barmikor tiltakozzon
személyes adatainak jogos érdeken alapulo kezelése ellen, vagy ha az adatkezelés kézérdekii
vagy az adatkezel6re ruhdzott kozhatalmi jogositvany gyakorlasanak keretében végzett feladat
végrehajtasahoz sziikséges, ideértve az emlitett jogalapokon alapuld profilalkotast6 is. Ebben
az esetben az adatkezeld a személyes adatokat nem kezelheti tovabb, kivéve, ha az adatkezeld
bizonyitja, hogy az adatkezelést olyan kényszeritd erejii jogos okok indokoljak, amelyek
elsdbbséget ¢lveznek az €rintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek
jogi igények eldterjesztéséhez, érvényesitéséhez vagy védelméhez kapcsolodnak.

8. AUTOMATIZALT DONTESHOZATAL ESETEN AZ ERINTETTET
MEGILLETO JOG (GDPR 22. cikk)

Az érintett jogosult arra, hogy ne terjedjen ki ra az olyan, kizarolag automatizalt adatkezelésen
—ideértve a profilalkotast is — alapuld dontés hatalya, amely rad nézve joghatassal jarna vagy 6t
hasonldképpen jelentds mértékben érintené.

Ez a rendelkezés nem alkalmazando a kovetkezo esetekben:

a)az ¢érintett és az adatkezeld kozotti szerzddés megkotése vagy teljesitése érdekében
sziikséges;

b) meghozatalat az adatkezeldre alkalmazandé olyan unids vagy tagallami jog teszi lehet6vé,
amely az érintett jogainak és szabadsdgainak, valamint jogos érdekeinek védelmét szolgalo
megfeleld intézkedéseket is megallapit; vagy

¢) az érintett kifejezett hozzajaruldsan alapul.

Az adatkezel kdteles biztositani az érintettnek legalabb azt a jogat, hogy az adatkezeld részérdl
emberi beavatkozast kérjen, allaspontjat kifejezze, és a dontéssel szemben kifogést nyujtson be.



9. JOGORVOSLAT IGENYBEVETELE: VAGYLAGOSAN RENDELKEZESRE
ALLO LEHETOSEGEK

9.1 Adatvédelmi tisztviselo (GDPR 38-39. cikk)

Az ¢rintettek a személyes adataik kezeléséhez és a GDPR szerinti jogaik gyakorlasahoz
kapcsolddo valamennyi kérdésben az adatvédelmi tisztvisel6hoz fordulhatnak (GDPR 38. cikk
(4) bek.). Ha az adatkezel6 nem tesz intézkedéseket az érintett kérelme nyoman, késedelem
nélkiil, de legkésébb a kérelem beérkezésétdl szamitott egy honapon beliil tajékoztatja az
érintettet az intézkedés elmaradasanak okairol, valamint arr6l, hogy az érintett panaszt nyujthat
be valamely feliigyeleti hatosadgnal, és élhet birdsagi jogorvoslati jogaval. (GDPR 12. cikk (4)
bek.)

9.2 Nemzeti Adatvédelmi és Informacioszabadsag Hatosagnal kezdeményezheto
eljarasok (GDPR 57- 58. cikk, 77. cikk, Infotv.7 51/A. (1) bekezdés, 52-54. §, 55. §
(1)-(2), 56-58. §, 60-61. §)

A Nemzeti Adatvédelmi és Informdacidoszabadsdg Hatosagnal (a tovabbiakban Hatosag)
bejelentéssel barki (tehat nem csak az érintett) vizsgalatot kezdeményezhet arra hivatkozéssal,
hogy személyes adatok kezelésével kapcsolatban jogsérelem kovetkezett be, vagy annak
kozvetlen veszélye fennall. Fontos, hogy a bejelentés ne legyen névtelen, kiilonben a Hatdsag
érdemi vizsgalat nélkiil elutasithatja a bejelentést. A tovabbi elutasitasi indokokat az Infotv. 53.
§-a tartalmazza.

A Hatosag vizsgalata ingyenes, a vizsgalat koltségeit a Hatosag eldlegezi és viseli. Az eljaras
lefolytatasara vonatkozé részletes szabalyokat az Infotv. 54.§, 55. § (1)-(2) bekezdése, 56-58.
§-ai tartalmazzak.

A személyes adatok védelméhez vald jog érvényesiilése érdekében a Hatosag az érintett erre
iranyuld kérelmére adatvédelmi hatdsagi eljarast indit az Infotv. 60-61. §-a alapjan.

9.3 Birosagi jogérvényesités (GDPR 79. cikk, Infotv. 23. §,)

Az érintett a jogainak megsértése esetén az adatkezeld ellen birésaghoz fordulhat, mivel minden
érintett hatékony birdsagi jogorvoslatra jogosult, ha megitélése szerint a személyes adatainak a
GDPR-nak nem megfelel6 kezelése kovetkeztében megsértették a GDPR-ban rogzitett jogait
(lasd.fent).

A pert az adatkezeldvel vagy az adatfeldolgozoval szemben, az adatkezel6 vagy az
adatfeldolgozod tevékenységi helye szerinti tagallam birosaga eldtt kell meginditani. Az ilyen
eljaras megindithat6 az érintett szokasos tartdzkodasi helye szerinti tagallam birosaga elott is,
kivéve, ha az adatkezeld vagy az adatfeldolgozo6 valamely tagallamnak a kdzhatalmi jogkorében
eljaro kozhatalmi szerve.

Magyarorszagon a pert - az érintett valasztasa szerint - az érintett lakohelye vagy tartozkodasi
helye szerinti torvényszék eldtt is megindithatja.

Az érintett a perben kartéritést/sérelemdijat kdvetelhet az adatkezel6tol: - ha az adatkezeld az
érintett adatainak jogellenes kezelésével vagy az adatbiztonsdg kovetelményeinek
megszegésével masnak kart okoz, koteles azt megtériteni; - ha az adatkezeld az érintett
adatainak jogellenes kezelésével vagy az adatbiztonsag kovetelményeinek megszegésével



megsérti az érintett személyiségi jogat (pl. személyes adat illetéktelen személlyel vald kozlése
vagy nyilvanossagra hozatala), az érintett sérelemdijat kovetelhet az adatkezel6tol.



KKM
Magyar Diplomaciai
Akadémia Kft.

KKM Hungarian Academy of Diplomacy Limited Liability Company

DATA MANAGEMENT AND PRIVACY POLICY OF KKM HUNGARY
ACADEMY OF DIPLOMACY KFT ADULT EDUCATION
PROCESSING OF PERSONAL DATA RELATING TO ITS ACTIVITIES

Effective: from 2 January 2024

approved by Csilla Horvath,
Managing Director

Budapest, 2024.01.02

Principal Judicial District Court Cr.: 01 09 203215



DATA MANAGEMENT AND PRIVACY NOTICE
for the personal data processing of KKM Hungarian Academy of Diplomacy Limited

Liability Company in connection with its adult education activities

INTRODUCTION

This Data Management and Data Protection Informative (Informative) is issued by KKM
Hungarian Academy of Diplomacy Limited Liability Company (hereinafter referred to as the
"Data Controller/Adult Educator") in accordance with Act LXXVII 0of 2013 on Adult Education
(hereinafter referred to as the "Act on Adult Education") and the Government Decree No.
11/2020 (II. 7.) on the implementation of the Adult Education Act (hereinafter referred to as the
"Vhr."), and the Act CCIV of 2011 on National Higher Education (hereinafter referred to as the "Nftv")
and informs on the data management and data protection in connection with adult education.

The Data Controller has the registration number B/2021/0001891 in the Adult Education
Register for its adult education activities that have been registered and the registration number
E/2021/000167 for its adult education activities that are subject to authorisation. The Adult
Education Provider is obliged to indicate its registration number on the documents related to
the training and to inform its clients and the persons participating in the training about it.

I. NAME OF THE DATA CONTROLLER

Name: the Hungarian Academy of Diplomacy Limited Liability Company
Abbreviated name: KKM Hungarian Academy of Diplomacy Kft.
Registered office and postal address: 1107 Budapest, Ceglédi utca 2.
Company registration number: 15 09 072172

Tax number: 14163241-2-42

Phone number: +36-70-854-52-03

E-mail: adatvedelem@mdakft.hu

Data Protection Officer undertaking Duties: dr. Szilvia Molnar-Friedrich

II. DATA PROCESSING

The Data Controller carries out the following processing activities in relation to your adult
learning activities.

I1.1. Data relating to the delivery of the training

Scope of data processed:

a) Data on the person participating in the training and data related to the training, as defined
in Section 21 § (1) a) and b) of the Fktv Act:

- natural person identification data (name, name at birth, mother's name, place and date
of birth, address/passport address, nationality, social security number, telephone
number, and, in the context of the issue of an education identification number, an
education identification number,



- e-mail address,

- highest level of education,

- foreign language skills,

- data relating to entry into and completion of the training or, if the training is not
completed, exit from the training,

- data relating to the assessment and qualification of the training,

- details of training-related payment obligations (training fee and the party responsible
for paying it).

b) Subject to the provisions of Act V of 2013 on the Civil Code, the details of the legal
representative of the minor participant with limited capacity (name, date and place of birth,
mother's name, address, passport number, e-mail address, telephone number, signature).

¢) The data contained in § 16 of the Fktv. and § 26 of the Vhr.

With regard to the participants, the adult education provider must keep and record the following
documents pursuant to Section 16 of the Adult Education Act:

- the personal data of the person participating in the training processed pursuant to § (1)
of Article 21, as well as the original documents or copies thereof certified by the Adult
Education Provider certifying the conditions for commencing and participating in
education and training, and documents certifying the entrance competency assessment
and the preliminary knowledge assessment,

- the adult learning contract, the training programme, the documents proving the delivery
of the training according to the training programme,

- the original copy of the contracts providing the necessary staff and equipment for the
training,

- documents relating to the employment of trainers.

Pursuant to § of Article 26 of the Vhr., the adult education provider shall keep as part of the
single document the surname and first name of the persons participating in the training, the
name of the trainers of the training with the name of the part of the curriculum they teach and
the date of the change in this data.

Pursuant to § 26 of the Vhr., the progress logbook, which is the continuously kept part of the
single document containing up-to-date data, contains

C) - in the case of contact hours: the date of the training, a brief description of the
subject, the name and signature of the instructor, the number of hours of the training, a
signed attendance sheet of the participants,

d) - in the case of non-contact training: the total duration of the training, an
indication and brief description of the subject, the name of the participant, the date of
completion of the training.

d) In the case of statistics, anonymised satisfaction questionnaire completed by the participant.

e) Pursuant to Section 80 (2¢) of Act CCIV of 2011 on National Higher Education, it processes the
personal data of the trainee necessary for the performance of the medical fitness examination.



Purpose of processing:

The data controller uses the data for a specific purpose.

With regard to II.1. a) and b), in accordance with Fktv. 21 § (1) of the Adult Education
Act, the provision of training, the related contact and the conclusion of the adult
education contract (Fktv. 13 § (1), the issue and delivery of the certificate (Fktv. 13/B.
§),

for the purposes of point IL.1. ¢), keeping internal records in accordance with the
relevant regulations (legislation / Fktv., Vhr./ and internal regulations),

with regard to point II. 1. d), the use of the data specified in 21. § (1) of the Fktv for
statistical purposes, in particular with regard to quality management and planning.

Legal basis:

a)

b)

c)

Article 6 (1) c¢) of Regulation (EU) 2016/679 of the European Parliament and of the
Council (hereinafter: GDPR): the adult education provider is obliged by law (Fktv. §
21; Fktv. § 13/B. §) to process your data. If you do not provide your data, the adult
education legal relationship will not be created. The processing and retention of the data
is necessary to fulfil the legal obligation on the Data Controller.

Article 6(1)(f) GDPR: the legitimate interest of the data controller and the minor of
limited capacity represented by the legal representative to establish a valid legal
relationship between the parties in accordance with the rules of civil law.

GDPR Article 6 (1) (c): the adult education provider is obliged by law (Fktv. § 16 and
Vhr. § 26) to process your data.

Duration:

a)

b)

d)

The personal data specified in point (a) shall be processed by the Adult Education
Provider until the last day of the eighth year following the conclusion of the adult
education contract, pursuant to § (5) of Article 21 of Fktv. Due to the statutory
obligation, it is not possible to delete the data before the retention period for these data
processing operations.

will keep the data of the legal representative as defined in point (a) for the 8 years (until
the last day of the eighth year) required for the data of the minor with limited capacity
as a participant.

in the case of internal records, it shall manage the data until the last day of the eighth
year following their creation, subject to the provisions of Section 16 of the Act on the
Protection of Personal Data.

for statistics, for 8 years (until the last day of the eighth year), in line with the processing

period for other data. Data processor.

Data transmission:

1. Pursuant to Section 15 § (1) of the Fktv: The adult education provider

a)

b)

the name, nature, place, number of hours, first day of training and, except in the case
of closed e-learning, the planned date of completion of the training,

the trainees' natural identity data, e-mail address and highest educational level,



¢) provide data on the training fee to the adult education public administration in the Adult
Education Data Reporting System (FAR).

The obligation to provide the information must be fulfilled no later than the date on which the
training starts, or, in the case of a change in the data, no later than the third working day
following the date on which the data change occurs, or, in the case of internal training, by the
last day of the quarter in which the internal training is completed. The Pest County Government
Office, as the adult education state administration body of the Government, has access to the
data required for the audit in the adult education data system. In the case of such a provision of
an agreement concluded with the participation or consent of the participant, the Adult Education
Provider will inform the employer/other person or organisation of the participant's learning
progress upon request (Article 6 (1) (b) GDPR - processing for the performance of a contract).

2. Pursuant to § (2) of Article 21 § (1) of the Fktv.: data pursuant to § (1) of Article 21 of the
Fktv. may be used for statistical purposes and may be transmitted in a manner that is not suitable
for identification for statistical purposes, and may be transmitted to and used by the Central
Statistical Office free of charge in a manner that is suitable for individual identification for
statistical purposes.

I1.2. Processing necessary for the performance of a task carried out in the exercise
of official authority vested in the data controller

Scope of data processed:

Address, nationality, in case of non-Hungarian citizenship, title of residence, name and number
of the legal document, passport/ID number, social security number, telephone number.

Purpose of processing:

Exercising rights and obligations regarding individual contracts, uploading/entering data into
the FAR system, verifying identity and age, identifying candidates, providing a Certificate of
Successful Completion of Training, notifying changes to the training to participants, ensuring
appropriate contact after the training has been completed.

Legal basis:
Article 6(1) ) GDPR: necessary for the performance of a public task.
Duration:

During the organisation and delivery of adult education and training, and until the claims arising
from the adult education and training relationship expire.

Data processor: -

Data transmission:

The data defined in the FAR system may be transmitted to the adult education public
administration.



IL.3. Processing of data relating to the issuing of invoices and the recovery of
unpaid training fees and other contractual payments

Scope of data processed:

a) Permanent address of the participant, details of the person responsible for the costs: name,
address/place of residence.

b) Place of residence/residence, notification (delivery) address (if different from the place of
residence or domicile), date and place of birth, name of the mother, name and service address
of the legal representative in the absence of legal capacity of the participant or legal
representative.

Purpose of processing:

a) administering the payment of the training fee, issuing invoices.

b) exaction of the unpaid part of the fee.

Legal basis:

a) Legal obligation of the data controller under Article 6 (1) ¢) GDPR: we process the data
necessary for issuing the invoice pursuant to 169 § e) of Act CXXVII of 2007 (Afatv.). We
cannot delete these data before the retention period provided for in 169 § (2) of Act C of 2000
on Accounting (Szdmtv.) (8 years).

b) Article 6 (1) f) GDPR: it is in the legitimate interest of the adult education provider to
be able to collect the fee due to it under the adult education contract in the event of non-
compliance by the data subject, and to initiate the necessary legal proceedings.

Duration:
a) 8 years from the date of issue.

b) According to the 6.22 § of the Civil Code, the limitation period for the enforcement of civil
claims is 5 years (the limitation period begins when the claim becomes due, but may be
longer in the event of the statute of limitations being suspended or interrupted).

Data Processor: in the case of an issued invoice, the operator of the NOVITAX system.

Data transmission:

a) to NAV (Annex 10 of the Afatv.).

b) by agreement with the law firm representing the adult education provider or the authorities
responsible for enforcing the claim.

III. THE RIGHTS APPLICABLE TO YOU (explained in detail in the Annex to this
Prospectus)

the right to transparent information: with this Notice, the data controller provides information
about the circumstances of the processing, including who processes your personal data, for what



10.

purposes, on what basis and for how long, as well as your rights in relation to the processing
and to whom you can address any questions or complaints about the processing;

your right of access to your personal data: you may at any time ask the data controller whether
your personal data are being processed, request full information about the processing and obtain
a copy of your personal data;

the right to rectification of your personal data: you can ask the data controller to correct
inaccurate personal data or, if incomplete, to complete it;

the right to restriction of processing: you may request that the data controller only stores your
personal data (e.g. to establish, exercise or defend legal claims) and does not process them
otherwise;

information on the identity of the recipients informed of the rectification, erasure or restriction
of processing: we will inform you of the recipients concerned at your request;

the right to data portability: you may request that the personal data you have provided to the
data controller be received by the data controller in a structured, commonly used, machine-
readable format or, if technically feasible, transferred by the data controller to another data
controller. You have this right only in relation to data processed on the basis of consent or
contract, provided that the processing is carried out by automated means;

right to object: you may object to the processing of your personal data at any time, provided
that the legal basis for the processing is a legitimate interest or the processing is necessary for
the performance of a task carried out in the public interest or in the exercise of official authority
vested in the data controller;

the right to object to automated decision-making: you can ask not to be covered by the decision.
If this notice does not contain information on automated decision-making, the right to object is,
by definition, not relevant.

the right to redress: in the event of a breach of your rights, you can appeal to the Data Protection
Officer of the adult education centre or the National Authority for Data Protection and Freedom
of Information or to a court. The Data Protection Officer of the Adult Education Centre name:
Dr. Molnar-Friedrich  Szilvia telephone number: +36 70 227 6419, mail:
adatvedelem@mdakft.hu (The National Authority for Data Protection and Freedom of
Information (NAIH) 1363 Budapest, Pf. 9. In Hungary, the lawsuit may also be brought, at the
choice of the data subject, before the courts of the place of residence or domicile of the data
subject.)

IV. THE PERSONS WHO HAVE ACCESS TO THE DATA

The data may be accessed by those employees and contractual partners of the Data Controller
whose access to and processing of the data necessary for the performance of their duties is
related to their job duties and the performance of data communication and data recording tasks
in accordance with the legal requirements. The data may also be accessed, for the duration of
the training only, by the instructors of the training, who use the data solely for the purposes of
the training, by the Pest County Government Office as the manager of the Adult Education Data
System and by the Central Statistical Office on the basis of the law. It may provide access to



the information on its adult education activities and the training programme to clients, training
participants and the Minister responsible for adult education (§ 17 of the Fktv).

V. DATA SECURITY

The Data Controller undertakes to ensure the security of the data, to take measures to ensure
that the data recorded, stored or processed are protected and to take all necessary measures to
prevent their destruction, unauthorised use or unauthorised alteration.

It also undertakes to require any third party to whom it may transfer or disclose the data to
comply with its obligations in this regard.

No automated decision-making or profiling is carried out on the basis of your personal data.

The Data Controller shall take all security, technical and organisational measures to ensure the
security of the data.

V.1. Organisational measures

The Data Controller allows access to its IT systems to an individual with rights that can be
linked to them. The allocation of access is based on the principle of "necessary and sufficient
rights", i.e. each user may use the Data Controller's IT systems and services only to the extent
necessary for the performance of their task, with the corresponding rights and for the necessary
duration. Access rights to IT systems and services may be granted only to persons who are not
restricted for security or other reasons (e.g. conflict of interest) and who have the necessary
professional, business and information security skills to use them safely.

V.2. Technical measures

The Data Controller protects its internal network with multiple layers of firewall protection. At
all access points to the public networks used, a hardware firewall (border protection device) is
installed at all times. Data is stored redundantly, i.e. in multiple locations, by the Data Controller
to protect it from destruction, loss, damage or unlawful destruction due to IT equipment failure.
We protect our internal networks from external attacks with multi-layered, active, complex
malware protection (e.g. virus protection). The necessary external access to the IT systems and
databases operated by the Data Controller is provided by the Data Controller via an encrypted
data connection (VPN) and the Data Controller's websites are SSL certified. We do our utmost
to ensure that our IT tools and software are always up-to-date and in line with the technological
solutions generally accepted in the market. We are developing systems that use logging to
control and monitor operations and detect incidents such as unauthorised access. The Data
Controller's server is located on a separate dedicated server of the hosting provider, protected
and locked.

VI. OTHER PROVISIONS

VI1.1. The adult education state administration body shall keep an electronic record of the data
and the certificate issued by the adult educator for the purpose of the control pursuant to § (1)
of Article 20 of the Fktv. and the operation of the career tracking system, and shall manage the
data in the record until the last day of the fiftieth year from the date of their creation. The adult
education state administration body shall keep the data of the central register containing the
certificates until the last day of the fiftieth year after their creation, after which it shall transfer
them to the competent archives and delete the transferred data.



VI.2. Only the Data Controller has access to personal data processed in connection
with the provision of adult education. In the event that proceedings are brought before
a court or other authority requiring the transmission of personal data to the court or
authority, the court or authority may also have access to the personal data.

VI.3 In all cases where the Data Controller intends to use the data provided for a
purpose other than that for which it was originally collected, the Data Controller shall
inform you thereof and obtain your prior explicit consent or provide you with the
opportunity to prohibit such use.

VI1.4. The Data Controller reserves the right to unilaterally change this Policy at any
time. In the event of any modification of this Notice, the Data Controller shall notify
the data subjects thereof.

VI1.5. The Notice is available in electronic form on the website of the Data Controller
(www.mdakft.hu) and in paper form at its registered office.



ANNEX
Details of data subjects' rights and remedies in relation to data processing

Knowing the rights and remedies of the data subject (hereinafter referred to as the data subject)
in relation to data processing is important because the data controller processes personal data.
Personal data is any information by which the data subject can be identified. Thus, personal
data is not only the name or identification mark of the data subject, but also knowledge their
physical, mental, etc. identity.

The data subject may exercise their rights in relation to data management by contacting the data
controller, who shall inform the data subject of the action taken on the request without undue
delay and at the latest within one month of receipt of the request. If necessary, taking into
account the complexity of the request and the number of requests, this time limit may be
extended by a further two months. The data controller shall inform the data subject of the
extension, stating the reasons for the delay, within one month of receipt of the request. Where
the data subject has made the request by electronic means, the information shall, if possible, be
provided by electronic means, unless the data subject requests otherwise.

Below is an explanation of some of the rights of the data subject.
1. RIGHT TO TRANSPARENT INFORMATION (ARTICLES 12-14 GDPR)

The data controller hereby fulfils its obligation to inform the data controller, the data protection
officer, the purposes and legal basis of the processing, the duration of the processing, the data
subject's rights and remedies and, where the data do not originate from the data subject, the
source of the data. Verbal information may be provided at the request of the data subject,
provided that they prove their identity.

2. RIGHT OF ACCESS OF THE DATA SUBJECT (ARTICLE 15 GDPR)

The data subject may request from the data controller access to personal data relating to them,
including a copy of the personal data which are the subject of the processing. The data subject
shall have the right to obtain from the data controller feedback as to whether or not their
personal data are being processed and, if such processing is ongoing, the right to access the
personal data and the following information:

a) the purposes of the processing;
b) the categories of personal data concerned,;

¢) the recipients or categories of recipients to whom or with whom the personal data have been
or will be disclosed, including in particular recipients in third countries or international
organisations;

d) where applicable, the envisaged period of storage of the personal data or, if this is not
possible, the criteria for determining that period;

e) the right of the data subject to obtain from the data controller the rectification, erasure or
restriction of the processing of personal data concerning them and to object to the processing
of such personal data;



f) the right to lodge a complaint with a supervisory authority;
g) if the data were not collected from the data subject, any available information on their source;

h) the fact of automated decision-making, including profiling, and, at least in these cases, the
logic used and clear information on the significance of such processing and its likely
consequences for the data subject.

3. RIGHT TO RECTIFICATION (ARTICLE 16 GDPR)

The data subject shall have the right to obtain, at their request and without undue delay, the
rectification by the data controller of inaccurate personal data relating to them. Having regard
to the purposes of the processing, the data subject shall have the right to obtain the rectification
of incomplete personal data, including by means of a supplementary declaration.

4. RIGHT TO ERASURE: "THE RIGHT TO BE FORGOTTEN" (ARTICLE 17
GDPR)

Personal data must be deleted if
1. the purpose of the processing has ceased;

2. the data subject has withdrawn their consent and there is no other legal basis for the
processing;

3. the processing is based on a legitimate interest or is necessary for the performance of a task
carried out in the public interest or in the exercise of official authority vested in the data
controller, and the data subject objects to the processing;

4. the processing is unlawful;

5. the personal data must be erased in order to comply with a legal obligation under EU or
Member State law to which the data controller is subject;

6. data were collected on information society services offered directly to children.
5. RIGHT TO RESTRICTION OF PROCESSING (ARTICLE 18 GDPR)

The data controller shall restrict processing at the request of the data subject where

1. the data subject contests the accuracy of the personal data;

2. the processing is unlawful and the data subject opposes the erasure of the data;

3. the data controller no longer needs the personal data but the data subject requires them for
the establishment, exercise or defence of legal claims;

4. the processing is based on a legitimate interest or is necessary for the performance of a task
carried out in the public interest/ in the exercise of official authority vested in the data
controller, and the data subject objects to the processing.



5. Obligation to notify the rectification or erasure of personal data or restriction of processing
(article 19 gdpr)

The data controller shall inform any recipient to whom or with which the personal data have
been disclosed of the rectification, erasure or restriction of processing, unless this proves
impossible or involves a disproportionate effort. The data subject shall, upon request, be
informed by the data controller of those recipients.

6. RIGHT TO DATA PORTABILITY (ARTICLE 20 GDPR)

The data subject shall have the right to obtain the personal data concerning them which they
have provided to a data controller in a structured, commonly used, machine-readable format
and the right to transmit those data to another data controller without hindrance from the data
controller to whom the personal data have been provided, where the processing is based on
consent or a contract and the processing is automated. In exercising the right to data portability,
the data subject shall have the right to request, where technically feasible, the direct transfer of
personal data between data controllers. The exercise of this right shall be without prejudice to
the right to be forgotten.

7. RIGHT TO OBJECT (ARTICLE 21 GDPR)

The data subject has the right to object at any time, on grounds relating to their particular
situation, to the processing of their personal data on grounds of legitimate interest or if the
processing is necessary for the performance of a task carried out in the public interest or in the
exercise of official authority vested in the data controller, including profiling based on those
legal grounds. In such a case, the data controller may no longer process the personal data unless
the data controller demonstrates compelling legitimate grounds for the processing which
override the interests, rights and freedoms of the data subject or for the establishment, exercise
or defence of legal claims.

8. RIGHT OF THE DATA SUBJECT IN CASE OF AUTOMATED DECISION-
MAKING (ARTICLE 22 GDPR)

The data subject shall have the right not to be subject to a decision based solely on automated
processing, including profiling, which produces legal effects concerning them or similarly
significantly affects them.

This provision does not apply in the following cases:

a) necessary for the conclusion or performance of a contract between the data subject and the
data controller;

b)is permitted by EU or Member State law applicable to the data controller which also lays
down appropriate measures to protect the rights and freedoms and legitimate interests of the
data subject; or

¢) is based on the explicit consent of the data subject.

The data controller shall ensure that the data subject has at least the right to obtain human
intervention by the data controller, to express their views and to object to the decision.



9. RECOURSE TO LEGAL REMEDIES: OPTIONS AVAILABLE IN GENERAL

9.1 Data Protection Officer (Articles 38-39 GDPR)

Data subjects can contact the Data Protection Officer for all matters relating to the processing
of their personal data and the exercise of their rights under the GDPR (Article 38(4) GDPR). If
the data controller fails to act on a request from the data subject, the data controller shall inform
the data subject without delay and at the latest within one month of receipt of the request of the
reasons for the failure to act and of the right to lodge a complaint with a supervisory authority
and to seek judicial remedy (Article 12(4) GDPR).

9.2 Procedures that may be initiated at the National Authority for Data
Protection and Freedom of Information (Articles 57-58, 77, Infotv. 7 51/A (1), § 52-
54, § 55 (1)-(2), § 56-58, § 60-61 GDPR)

Anyone (i.e. not only the data subject) may lodge a complaint with the National Authority for
Data Protection and Freedom of Information (hereinafter the Authority), in order to initiate an
investigation on the grounds that a personal data breach has occurred or is imminent. It is
important that the notification is not anonymous, otherwise the Authority may reject the
notification without any substantive investigation. Further grounds for refusal are set out in the
Infotv. § 53.

The Authority's investigation is free of charge and the costs of the investigation are advanced
and borne by the Authority. Detailed rules on the conduct of the procedure are laid down in the
Infotv. § 54, § 55(1)-(2), § 56-58.

In order to enforce the right to the protection of personal data, the Authority shall, upon request
of the data subject, initiate a data protection authority procedure pursuant to § 60-61 of the
Infotv.

9.3. Enforcement before the courts (article 79 gdpr, § 23 infotv.)

The data subject may take the data controller to court if their rights are infringed, as all data
subjects have an effective judicial remedy if they consider that their rights under the GDPR
have been infringed as a result of the processing of their personal data in a way that does not
comply with the GDPR (see above).

The action against the data controller or processor must be brought before the courts of the
Member State in which the data controller or processor is established. Such proceedings may
also be brought before the courts of the Member State in which the data subject has their
habitual residence, unless the data controller or processor is a public authority of a Member
State acting in its exercise of official authority.

In Hungary, one can also bring the case before the court of their domicile or residence, at their
choice.

The data subject may claim damages/fees from the data controller in the action: - if the data
controller causes damage to another person by unlawful processing of the data subject's data or
by breaching the requirements of data security, the data subject shall compensate the damage;



- if the data controller infringes the data subject's right to privacy by unlawful processing of the
data subject's data or by breaching the requirements of data security (e.g. by disclosing or
communicating personal data to an unauthorised person), the data subject may claim damages
from the data controller.



